
CREATE STRONG PASSWORDS.

BE CAREFUL OF LINKS AND DOWNLOADS.

REPORT ANY BREACHES.

USE GREAT ANTI-VIRUS SOFTWARE.

Let's get
secure!

 © exess.online

UPDATE YOUR APPS AND DEVICES.

·Make your passwords long and strong!

·Keep your passwords safe and private!

·Don’t use personal information as passwords!

·Use unique passwords for each account!

Regularly updating your apps and devices helps to keeps bugs and viruses out. Updates

fix security issues so that hackers find it harder to gain access to your information. 

Install excellent anti-virus software on all of your devices and keep your anti-virus

software live and updated so it can detect potential threats in your systems.

·     Never Open Attachments Marked as Spam!

·     Scan email attachments before opening!

·     Monitor sender details and attachment titles!

If you, experience a cyber security incident, report it to your management team, your

software providers and to the police!


